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APPENDIX B
EXPLANATION OF THE TYPICALLY EXCLUDED PA-
PERS

First, we did not include studies that focus on log analysis
or the usage of log messages, which have been excluded
according to E1 listed in Table 2.

For example, Xu et al. [32] proposed a general method-
ology to mine and analyze console logs to automatically
detect system runtime problems. Yuan et al. [33] designed
and implemented an effective diagnosis technique, which
can analyze logs from a failed production run and source
code to automatically generate useful information that as-
sist engineers in diagnosing errors. Similarly, other studies
like [34], [35], [36], [37], [38], [39], [40] focusing on this topic
have been excluded from our study.

Second, we did not include studies that focus on the
technologies that log and analyze the behaviors of users
rather than software systems, which meet the exclusion
criterion E2 listed in Table 2. For example, many studies
on audit logs are outside the scope of our research because
audit logs typically record the behavior of users. The pur-
pose of such research is usually to ensure the security of
the system [41], [42], [43]. King et al. [44] evaluated the use
of a heuristics-driven method for identifying mandatory log
events to support security analysts in performing forensic
analysis. Similarly, some other studies have focused on the
recording of user behaviors [45], [46] have been removed
from the final study list.

Third, we did not include studies that did not explic-
itly discuss logging practices, which have been excluded
according to exclusion criterion E3 listed in Table 2. For
example, Rabkin et al. [47] described an abstract graphical
representation of console logs called the identifier graph and
a visualization based on this representation. Shang et al. [48]
studied the relationship between logs and code quality, and
the main focus of this paper is on the code quality rather
than on logging practice. Some other studies [49], [50], [51]
are excluded for similar reasons.

Last but not least, we did not include studies that are
workshop papers, position papers, or ongoing work, which
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have been excluded according to exclusion criterion E3–
5 in Table 2. The typical examples for workshop papers
are [52], [53], [54]. The typical examples for position papers
or ongoing work are [55], [56], [57].


